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Abstract 

Artificial intelligence (AI) in the healthcare sector is attracting attention from 

researchers and healthcare practitioners. Prior study has been limited in examining 

this problem from a multidisciplinary perspective, including accounting, business and 

management, decision sciences, and health professionals. The systematic literature 

study, employing a reliable and reproducible research methodology, allowed the 

researchers to get 288 peer-reviewed publications from Scopus. The authors utilised 

qualitative and quantitative metrics to analyse authors, publications, keywords, and 

collaborative networks among researchers. The study employed the Bibliometrix R 

software suite. The research indicated that the literature in this field is in its infancy. It 

underscores the administration of health services, predictive medicine, patient data 

and diagnostics, and clinical decision-making. The United States, China, and the 

United Kingdom generated the most volume of studies. Keyword research revealed 

that AI can aid clinicians in diagnosis, predicting disease spread, and customising 

treatment approaches. The literature reveals various AI applications in healthcare and 

a substantial area of study that remains little investigated. AI projects require 

proficiency and comprehension of data quality for data-intensive analysis and 

knowledge-based management. Insights can aid academics and healthcare 

professionals in understanding and addressing future enquiries regarding AI in the 

healthcare industry. 

Keywords: Artificial Intelligence, Healthcare, Patient Data, Clinical Decision-

Making, Management 

Background 

Artificial intelligence (AI) refers to computing technologies that replicate processes 

associated with human intellect, including reasoning, deep learning, adaptation, 

interaction, and sensory perception [1, 2]. Certain gadgets can perform functions that 

usually need human interpretation and decision-making [3, 4]. These strategies 

employ an interdisciplinary approach and are applicable across various domains, 

including medicine and health. Artificial intelligence has been utilised in medicine 

since the 1950s, when doctors initially endeavoured to enhance their diagnosis 

through computer-assisted programs [5, 6]. The interest and advancements in medical 
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AI applications have increased significantly in recent years, attributed to the greatly 

improved computational capacity of contemporary computers and the extensive 

availability of digital data for gathering and utilisation [7]. Artificial intelligence is 

progressively transforming medical practice. Numerous AI applications exist in 

medicine, applicable across various medical domains, including clinical, diagnostic, 

rehabilitative, surgical, and predictive techniques. Another significant domain of 

medicine in which AI is influencing is clinical decision-making and disease diagnosis. 

AI systems can assimilate, interpret, and report extensive data across several 

modalities to identify diseases and inform clinical decisions [3, 8]. AI solutions can 

manage the extensive data generated in medicine and uncover insights that would 

otherwise stay obscured inside the wide expanse of medical big data [9–11]. These 

technologies can also discover novel pharmaceuticals for healthcare management and 

patient therapy. 

The application of AI demonstrates courage, as evidenced by a search in the principal 

research databases. Nonetheless, [12] assert that the technology may decrease 

healthcare expenses and redundant procedures by directing the medical field towards 

critical analysis and therapeutic innovation. According to [8, 9], the AI perspective is 

intriguing; yet, further research is required to determine the effectiveness and uses of 

AI in medicine [10]. 

This article will focus on AI techniques for healthcare from the viewpoints of 

accounting, business, and management. The authors employed the structured literature 

review (SLR) methodology for its dependable and reproducible research protocol [11] 

and identified bibliometric variables as subjects of inquiry. Bibliometric analysis 

facilitates the identification of the principal quantitative factors within the research 

domain [12]. This strategy enables the identification of essential details regarding a 

certain study area, encompassing field authors, publication counts, keywords for 

variable interaction (policies, properties, and governance), and country data [13]. It 

also facilitates the implementation of the science mapping technique [14]. Our study 

utilised the Bibliometrix R program and the Biblioshiny web interface for analysis 

[14-26]. 

Methodology 

This study assessed artificial intelligence in healthcare research domains utilising the 

systematic literature review approach [11]. According to [12], a systematic literature 

review (SLR) facilitates the examination of the scientific corpus within a research 

domain, encompassing the scientific rigour, dependability, and replicability of 

researchers' methodologies. Numerous scientists propose that the methodology 

facilitates the identification of prominent authors, journals, and keywords by 

integrating qualitative and quantitative characteristics, thereby merging a systematic 

literature review with bibliometric analysis [27–30]. Although the SLR is 
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predominantly utilised in business and management [16, 31], it is also applied in the 

healthcare sector, adhering to the fundamental principle of its conception [32, 33]. A 

methodological study of previously published articles indicates that the most 

commonly employed phases are as follows [28, 31, 34]. 

Given the aforementioned premises, the authors contend that a systematic literature 

review (SLR) is the optimal strategy as it integrates scientific validity, replicability of 

the study process, and the interrelation of numerous inputs. The initial step, as 

outlined in the methodology paper, is the identification of the research question. The 

concluding phase of the research involves the article's discussion and conclusion, 

wherein ramifications and prospective research directions will be delineated. At the 

research team level, data is examined using the statistical software R-Studio and the 

Bibliometrix package, facilitating scientific examination of results derived from the 

multidisciplinary database [35-41]. 

Results 

Applications of artificial intelligence in healthcare 

Artificial intelligence has emerged as a disruptive innovation in the healthcare sector. 

AI, through its advanced algorithms and many applications, has aided physicians and 

healthcare professionals in health information systems, geocoding health data, 

epidemic and syndromic surveillance, predictive modelling and decision support, and 

medical imaging [2, 9, 10,]. Additionally, the researchers conducted a bibliometric 

analysis to discover four predominant macro-variables in the subject, which were 

utilised as authors' keywords. Consequently, the subsequent sub-sections intend to 

elucidate the discourse surrounding the applications of AI approaches in healthcare. 

The elements are depicted in Fig. 12. 

Management of health services 

One significant component of AI approaches is their potential to enhance holistic 

health services management. These applications can assist physicians, nurses, and 

administrators in their duties. An AI system can furnish healthcare practitioners with 

continuous, potentially real-time updates on medical information from diverse 

sources, including journals, textbooks, and clinical practices [2, 10]. The efficacy of 

these apps has become increasingly vital during the COVID-19 pandemic, as 

continuous information interchange is essential for effective global management of 

the crisis [71]. Additional applications entail the coordination of informational tools 

for patients and the facilitation of suitable inferences for health risk notifications and 

health outcome forecasting [42]. AI applications enable hospitals and healthcare 

services to operate more efficiently for several reasons: 

• Clinicians may obtain data instantaneously as required. 
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• Nurses can enhance patient safety while administering medication. • Patients can 

remain informed and engaged in their care by engaging with their medical teams 

during hospital stays. 

Clinical decision making 

A primary focus of keyword analysis is that AI applications may assist physicians and 

medical researchers in the clinical decision-making process. [43] assert that AI can 

assist physicians in enhancing clinical decision-making or potentially supplant human 

judgement in some healthcare domains. [44] assert that algorithms can enhance 

clinical decision-making by expediting processes and increasing the volume of 

treatment delivered, hence favourably influencing healthcare costs. Consequently, AI 

technology can assist medical professionals in their tasks and streamline their work. 

 

Ultimately, as [45] observe, algorithmic platforms can offer virtual assistance to aid 

physicians in comprehending the semantics of language and in resolving business 

process enquiries like a human would. 

Patient information and diagnostic results 

A complex issue for AI applications is patient data and diagnosis. Artificial 

intelligence methodologies can assist medical researchers in managing the extensive 

volume of patient data, sometimes referred to as medical big data. AI systems can 

oversee data produced by clinical activities, including screening, diagnosis, and 

treatment allocation. Consequently, healthcare professionals can acquire knowledge 

regarding analogous topics and the correlations between subject characteristics and 

outcomes of interest [46]. These technologies can analyse raw data and provide 
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valuable insights applicable to patient treatments. They can assist physicians in the 

diagnostic procedure; for instance, conducting a rapid body scan will provide a 

comprehensive assessment of the patient's condition. Subsequently, AI technology 

can generate a three-dimensional mapping solution of a patient's anatomy. 

Emerging research views are becoming noteworthy in the realm of data. We noted the 

rise of research focused on patient data management and protection concerning AI 

applications [47-51]. AI approaches can significantly enhance diagnosis in 

rehabilitative therapy and surgery. A multitude of robots has been designed to assist 

and oversee such duties. Rehabilitation robots provide physical support and guidance 

to a patient's limb during motor therapy [52]. AI possesses significant potential to 

revolutionise surgical robotics by enabling devices to do semi-automated surgical 

activities with enhanced efficiency. The ultimate objective of this technology is to 

automate processes to eliminate human error while ensuring a high degree of accuracy 

and precision [53]. The COVID-19 period has resulted in enhanced remote patient 

diagnostics via telemedicine, facilitating remote patient monitoring and equipping 

physicians and nurses with supportive equipment [54-66]. 

Discussion 

This study intends to do a bibliometric analysis of articles regarding AI in healthcare, 

concentrating on accounting, business and management, decision sciences, and health 

profession studies. Employing the SLR methodology of [11], we present a dependable 

and reproducible research process for subsequent investigations in this domain. 

Furthermore, we examine the trend of scientific publications on the topic, uncharted 

information, prospective directions, and ramifications utilising the science mapping 

workflow. 

The four preeminent journals—Journal of Medical Systems, Studies in Health 

Technology and Informatics, IEEE Journal of Biomedical and Health Informatics, and 

Decision Support Systems—are ideal venues for publishing research publications on 

this subject, according to bibliometric characteristics. These publications mostly focus 

on healthcare, medical information systems, and applications including cloud 

computing, machine learning, and artificial intelligence. Furthermore, regarding the h-

index, Ultimately, co-occurrence of keywords unveils intriguing insights. Researchers 

have discovered that AI contributes to diagnostic accuracy and aids in health data 

analysis by comparing thousands of medical records, facilitating automatic learning 

through clinical alerts, optimising health service management and care locations, and 

enabling the reconstruction of patient history using this data. 

This study identifies five cluster analyses in healthcare applications: health services 

management, predictive medicine, patient data, diagnostics, and clinical decision-

making. These technologies can enhance the optimisation of logistics processes in 
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healthcare services and facilitate improved resource allocation. 

The authors, upon assessing the research findings and the pertinent issues, robustly 

advocate for AI's involvement in decision assistance. These applications, however, are 

exemplified by establishing a direct connection between data quality management and 

the technological proficiency of healthcare workers [67]. 

The significance of data quality in the decision-making process 

Numerous writers have examined AI within the healthcare research domain; 

nevertheless, the authors in this instance concentrate on alternative literature 

encompassing business and decision-making processes. The examination of the search 

flow indicates a dual perspective on the literature. Some contributions are rooted in 

positivist literature and address future applications and implications of technology in 

health service management, data analysis, and diagnostics. Conversely, certain 

investigations seek to comprehend the adverse aspects of technology and its effects. 

[69] asserts that the influence of AI spans multiple sectors; yet, its advancement 

necessitates measures to safeguard personal data. [70] similarly examine the ethical 

ramifications of employing AI in healthcare. The authors assert that intelligent robots 

pose concerns regarding accountability, transparency, and authorisation, particularly 

in automated interactions with patients. Our analysis does not reveal a significant 

trend in the literature; thus, we contend that discussing issues such as technological 

transparency for patients is crucial for the advancement of AI applications. 

A significant portion of our findings indicates that, at the application level, AI can 

enhance medical support for patients (Fig. 11) [71-82]. Nonetheless, we assert that, as 

[90] highlighted in the Harvard Business Review, the management of expensive back-

office issues must also be considered. 

Will medical technology diminish the skill set of physicians? 

Additional contemplation pertains to the competencies of physicians. Research 

indicates that healthcare professionals are increasingly utilising technology for many 

objectives, including the collection of patient information and diagnostics [71]. This is 

evidenced by the keywords (Fig. 6) that emphasise technology and the function of 

decision-making with novel innovative instruments. Furthermore, the discourse 

broadens with [13], suggesting that the overreliance on technology may impede the 

development of physicians' skills and the advancement of clinical processes. One of 

the primary concerns identified in the literature is the potential de-skilling of 

healthcare personnel resulting from diminished autonomy in patient-related decision-

making [83]. Consequently, the issues and discourse identified in Fig. 11 are further 

elaborated by incorporating the ethical ramifications of technology and the 

significance of skills. 
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Implication 

Our analysis possesses numerous theoretical and practical consequences. This work 

theoretically expands upon the prior findings of [84–90] by examining AI in the 

context of clinical decision-making and data management quality. This article seeks to 

facilitate a productive dialogue between healthcare experts and administrative 

personnel regarding the utilisation of AI to enhance work quality. This study provides 

a comprehensive understanding of the bibliometric aspects of AI methodologies in 

healthcare. It can facilitate the progression of scientific study in this domain. 

Conclusion 

In following the methodology outlined by [11], we have built upon the foundational 

work of prominent scholars, aiming to offer a comprehensive overview of the AI 

literature in healthcare. This study was conducted using a bibliometric analysis to 

identify authors, countries of publishing and collaboration, as well as keywords and 

themes. We identified a rapidly expanding, interdisciplinary study domain that is 

garnering a growing number of contributors. The research employs a quantitative 

methodology for analysing bibliometric data and a qualitative methodology for 

examining repeating keywords, enabling the identification of literary strands that are 

not exclusively positive. Current limits will impact future research possibilities, 

particularly in ethics, data governance, and the competences of the healthcare 

personnel. 

References 

[1] Chirra, D.R., AI-Based Real-Time Security Monitoring for Cloud-Native Applications in Hybrid Cloud 

Environments. (2020). Revista de Inteligencia Artificial en Medicina, 11(1): 382-402. 

[2] Chirra, D.R., AI-Driven Risk Management in Cybersecurity: A Predictive Analytics Approach to Threat 

Mitigation. (2022). International Journal of Machine Learning Research in Cybersecurity and Artificial 

Intelligence, 13(1): 505-527. 

[3] Chirra, D.R., AI-Enabled Cybersecurity Solutions for Protecting Smart Cities Against Emerging Threats. 

(2021). International Journal of Advanced Engineering Technologies and Innovations, 1(2): 237-254. 

[4] Chirra, D.R., AI-Powered Adaptive Authentication Mechanisms for Securing Financial Services Against 

Cyber Attacks. (2022). International Journal of Advanced Engineering Technologies and Innovations, 

1(3): 303-326. 

[5] Chirra, D.R., Collaborative AI and Blockchain Models for Enhancing Data Privacy in IoMT Networks. 

(2022). International Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 

13(1): 482-504. 

[6] Chirra, D.R., The Impact of AI on Cyber Defense Systems: A Study of Enhanced Detection and Response 

in Critical Infrastructure. (2021). International Journal of Advanced Engineering Technologies and 

Innovations, 1(2): 221-236. 

[7] Chirra, D.R., Mitigating Ransomware in Healthcare: A Cybersecurity Framework for Critical Data 

Protection. (2021). Revista de Inteligencia Artificial en Medicina, 12(1): 495-513. 

[8] Chirra, D.R., Next-Generation IDS: AI-Driven Intrusion Detection for Securing 5G Network 

Architectures. (2020). International Journal of Advanced Engineering Technologies and Innovations, 1(2): 

230-245. 

[9] Chirra, D.R., Secure Edge Computing for IoT Systems: AI-Powered Strategies for Data Integrity and 

Privacy. (2022). Revista de Inteligencia Artificial en Medicina, 13(1): 485-507. 

[10] Chirra, D.R., Securing Autonomous Vehicle Networks: AI-Driven Intrusion Detection and Prevention 

Mechanisms. (2021). International Journal of Machine Learning Research in Cybersecurity and Artificial 

Intelligence, 12(1): 434-454. 



 

39 | P a g e  

 

[11] Damaraju, A., Social Media as a Cyber Threat Vector: Trends and Preventive Measures. (2020). Revista 

Espanola de Documentacion Cientifica, 14(1): 95-112. 

[12] Damaraju, A., Data Privacy Regulations and Their Impact on Global Businesses. (2021). Pakistan Journal 

of Linguistics, 2(01): 47-56. 

[13] Damaraju, A., Mobile Cybersecurity Threats and Countermeasures: A Modern Approach. (2021). 

International Journal of Advanced Engineering Technologies and Innovations, 1(3): 17-34. 

[14] Damaraju, A., Securing Critical Infrastructure: Advanced Strategies for Resilience and Threat Mitigation 

in the Digital Age. (2021). Revista de Inteligencia Artificial en Medicina, 12(1): 76-111. 

[15] Damaraju, A., Insider Threat Management: Tools and Techniques for Modern Enterprises. (2021). Revista 

Espanola de Documentacion Cientifica, 15(4): 165-195. 

[16] Damaraju, A., Adaptive Threat Intelligence: Enhancing Information Security Through Predictive 

Analytics and Real-Time Response Mechanisms. (2022). International Journal of Advanced Engineering 

Technologies and Innovations, 1(3): 82-120. 

[17] Damaraju, A., Integrating Zero Trust with Cloud Security: A Comprehensive Approach. (2022). Journal 

Environmental Sciences And Technology, 1(1): 279-291. 

[18] Damaraju, A., Securing the Internet of Things: Strategies for a Connected World. (2022). International 

Journal of Advanced Engineering Technologies and Innovations, 1(2): 29-49. 

[19] Damaraju, A., Social Media Cybersecurity: Protecting Personal and Business Information. (2022). 

International Journal of Advanced Engineering Technologies and Innovations, 1(2): 50-69. 

[20] Damaraju, A., The Role of AI in Detecting and Responding to Phishing Attacks. (2022). Revista Espanola 

de Documentacion Cientifica, 16(4): 146-179. 

[21] Maddireddy, B.R. and B.R. Maddireddy, Adaptive Cyber Defense: Using Machine Learning to Counter 

Advanced Persistent Threats. (2023). International Journal of Advanced Engineering Technologies and 

Innovations, 1(03): 305-324. 

[22] Maddireddy, B.R. and B.R. Maddireddy, AI and Big Data: Synergizing to Create Robust Cybersecurity 

Ecosystems for Future Networks. (2020). International Journal of Advanced Engineering Technologies 

and Innovations, 1(2): 40-63. 

[23] Maddireddy, B.R. and B.R. Maddireddy, AI-Based Phishing Detection Techniques: A Comparative 

Analysis of Model Performance. (2022). Unique Endeavor in Business & Social Sciences, 1(2): 63-77. 

[24] Maddireddy, B.R. and B.R. Maddireddy, Blockchain and AI Integration: A Novel Approach to 

Strengthening Cybersecurity Frameworks. (2022). Unique Endeavor in Business & Social Sciences, 5(2): 

46-65. 

[25] Maddireddy, B.R. and B.R. Maddireddy, Cybersecurity Threat Landscape: Predictive Modelling Using 

Advanced AI Algorithms. (2022). International Journal of Advanced Engineering Technologies and 

Innovations, 1(2): 270-285. 

[26] Maddireddy, B.R. and B.R. Maddireddy, Enhancing Endpoint Security through Machine Learning and 

Artificial Intelligence Applications. (2021). Revista Espanola de Documentacion Cientifica, 15(4): 154-

164. 

[27] Maddireddy, B.R. and B.R. Maddireddy, Enhancing Network Security through AI-Powered Automated 

Incident Response Systems. (2023). International Journal of Advanced Engineering Technologies and 

Innovations, 1(02): 282-304. 

[28] Maddireddy, B.R. and B.R. Maddireddy, Evolutionary Algorithms in AI-Driven Cybersecurity Solutions 

for Adaptive Threat Mitigation. (2021). International Journal of Advanced Engineering Technologies and 

Innovations, 1(2): 17-43. 

[29] Maddireddy, B.R. and B.R. Maddireddy, Proactive Cyber Defense: Utilizing AI for Early Threat Detection 

and Risk Assessment. (2020). International Journal of Advanced Engineering Technologies and 

Innovations, 1(2): 64-83. 

[30] Maddireddy, B.R. and B.R. Maddireddy, Real-Time Data Analytics with AI: Improving Security Event 

Monitoring and Management. (2022). Unique Endeavor in Business & Social Sciences, 1(2): 47-62. 

[31] Chirra, B.R., Advanced Encryption Techniques for Enhancing Security in Smart Grid Communication 

Systems. (2020). International Journal of Advanced Engineering Technologies and Innovations, 1(2): 208-

229. 

[32] Chirra, B.R., AI-Driven Fraud Detection: Safeguarding Financial Data in Real-Time. (2020). Revista de 

Inteligencia Artificial en Medicina, 11(1): 328-347. 

[33] Chirra, B.R., AI-Driven Security Audits: Enhancing Continuous Compliance through Machine Learning. 

(2021). International Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 

12(1): 410-433. 

[34] Chirra, B.R., Enhancing Cyber Incident Investigations with AI-Driven Forensic Tools. (2021). 

International Journal of Advanced Engineering Technologies and Innovations, 1(2): 157-177. 

[35] Chirra, B.R., Intelligent Phishing Mitigation: Leveraging AI for Enhanced Email Security in Corporate 

Environments. (2021). International Journal of Advanced Engineering Technologies and Innovations, 1(2): 

178-200. 



 

40 | P a g e  

 

[36] Chirra, B.R., Leveraging Blockchain for Secure Digital Identity Management: Mitigating Cybersecurity 

Vulnerabilities. (2021). Revista de Inteligencia Artificial en Medicina, 12(1): 462-482. 

[37] Chirra, B.R., Ensuring GDPR Compliance with AI: Best Practices for Strengthening Information Security. 

(2022). International Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 

13(1): 441-462. 

[38] Chirra, B.R., Dynamic Cryptographic Solutions for Enhancing Security in 5G Networks. (2022). 

International Journal of Advanced Engineering Technologies and Innovations, 1(3): 249-272. 

[39] Chirra, B.R., Strengthening Cybersecurity with Behavioral Biometrics: Advanced Authentication 

Techniques. (2022). International Journal of Advanced Engineering Technologies and Innovations, 1(3): 

273-294. 

[40] Chirra, B.R., AI-Driven Vulnerability Assessment and Mitigation Strategies for CyberPhysical Systems. 

(2022). Revista de Inteligencia Artificial en Medicina, 13(1): 471-493. 

[41] Gadde, H., Integrating AI with Graph Databases for Complex Relationship Analysis. (2019). International 

Journal of Advanced Engineering Technologies and Innovations, 1(2): 294-314. 

[42] Gadde, H., Improving Data Reliability with AI-Based Fault Tolerance in Distributed Databases. (2020). 

International Journal of Advanced Engineering Technologies and Innovations, 1(2): 183-207. 

[43] Gadde, H., AI-Enhanced Data Warehousing: Optimizing ETL Processes for Real-Time Analytics. (2020). 

Revista de Inteligencia Artificial en Medicina, 11(1): 300-327. 

[44] Gadde, H., AI-Assisted Decision-Making in Database Normalization and Optimization. (2020). 

International Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 11(1): 

230-259. 

[45] Gadde, H., AI-Powered Workload Balancing Algorithms for Distributed Database Systems. (2021). 

Revista de Inteligencia Artificial en Medicina, 12(1): 432-461. 

[46] Gadde, H., AI-Driven Predictive Maintenance in Relational Database Systems. (2021). International 

Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 12(1): 386-409. 

[47] Gadde, H., Secure Data Migration in Multi-Cloud Systems Using AI and Blockchain. (2021). International 

Journal of Advanced Engineering Technologies and Innovations, 1(2): 128-156. 

[48] Gadde, H., Federated Learning with AI-Enabled Databases for Privacy-Preserving Analytics. (2022). 

International Journal of Advanced Engineering Technologies and Innovations, 1(3): 220-248. 

[49] Gadde, H., Integrating AI into SQL Query Processing: Challenges and Opportunities. (2022). International 

Journal of Advanced Engineering Technologies and Innovations, 1(3): 194-219. 

[50] Gadde, H., AI-Enhanced Adaptive Resource Allocation in Cloud-Native Databases. (2022). Revista de 

Inteligencia Artificial en Medicina, 13(1): 443-470. 

[51] Nalla, L.N. and V.M. Reddy, SQL vs. NoSQL: Choosing the Right Database for Your Ecommerce 

Platform. (2022). International Journal of Advanced Engineering Technologies and Innovations, 1(2): 54-

69. 

[52] Nalla, L.N. and V.M. Reddy, Scalable Data Storage Solutions for High-Volume E-commerce 

Transactions. (2021). International Journal of Advanced Engineering Technologies and Innovations, 1(4): 

1-16. 

[53] Reddy, V.M. and L.N. Nalla, The Impact of Big Data on Supply Chain Optimization in Ecommerce. 

(2020). International Journal of Advanced Engineering Technologies and Innovations, 1(2): 1-20. 

[54] Reddy, V.M. and L.N. Nalla, Harnessing Big Data for Personalization in E-commerce Marketing 

Strategies. (2021). Revista Espanola de Documentacion Cientifica, 15(4): 108-125. 

[55] Reddy, V.M. and L.N. Nalla, The Future of E-commerce: How Big Data and AI are Shaping the Industry. 

(2023). International Journal of Advanced Engineering Technologies and Innovations, 1(03): 264-281. 

[56] Reddy, V.M. and L.N. Nalla, Enhancing Search Functionality in E-commerce with Elasticsearch and Big 

Data. (2022). International Journal of Advanced Engineering Technologies and Innovations, 1(2): 37-53. 

[57] Reddy, V.M., Data Privacy and Security in E-commerce: Modern Database Solutions. (2023). 

International Journal of Advanced Engineering Technologies and Innovations, 1(03): 248-263. 

[58] Nalla, L.N. and V.M. Reddy, Comparative Analysis of Modern Database Technologies in Ecommerce 

Applications. (2020). International Journal of Advanced Engineering Technologies and Innovations, 1(2): 

21-39. 

[59] Reddy, V.M., Blockchain Technology in E-commerce: A New Paradigm for Data Integrity and Security. 

(2021). Revista Espanola de Documentacion Cientifica, 15(4): 88-107. 

[60] Nalla, L.N. and V.M. Reddy, AI-Driven Big Data Analytics for Enhanced Customer Journeys: A New 

Paradigm in E-Commerce. International Journal of Advanced Engineering Technologies and Innovations, 

1: 719-740. 

[61] Syed, F.M. and F.K. ES, SOX Compliance in Healthcare: A Focus on Identity Governance and Access 

Control. (2019). Revista de Inteligencia Artificial en Medicina, 10(1): 229-252. 

[62] Syed, F.M. and F.K. ES, Role of IAM in Data Loss Prevention (DLP) Strategies for Pharmaceutical 

Security Operations. (2021). Revista de Inteligencia Artificial en Medicina, 12(1): 407-431. 



 

41 | P a g e  

 

[63] Syed, F.M. and F.K. ES, The Role of AI in Enhancing Cybersecurity for GxP Data Integrity. (2022). 

Revista de Inteligencia Artificial en Medicina, 13(1): 393-420. 

[64] Syed, F.M. and F.K. ES, Leveraging AI for HIPAA-Compliant Cloud Security in Healthcare. (2023). 

Revista de Inteligencia Artificial en Medicina, 14(1): 461-484. 

[65] Syed, F.M. and E. Faiza Kousar, IAM for Cyber Resilience: Protecting Healthcare Data from Advanced 

Persistent Threats. (2020). International Journal of Advanced Engineering Technologies and Innovations, 

1(2): 153-183. 

[66] Syed, F.M. and F.K. ES, IAM and Privileged Access Management (PAM) in Healthcare Security 

Operations. (2020). Revista de Inteligencia Artificial en Medicina, 11(1): 257-278. 

[67] Syed, F.M. and F. ES, Automating SOX Compliance with AI in Pharmaceutical Companies. (2022). 

International Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 13(1): 

383-412. 

[68] Syed, F.M., F.K. ES, and E. Johnson, AI-Driven Threat Intelligence in Healthcare Cybersecurity. (2023). 

Revista de Inteligencia Artificial en Medicina, 14(1): 431-459. 

[69] Syed, F.M. and F. ES, AI-Driven Identity Access Management for GxP Compliance. (2021). International 

Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 12(1): 341-365. 

[70] Syed, F.M., F. ES, and E. Johnson, AI and the Future of IAM in Healthcare Organizations. (2022). 

International Journal of Advanced Engineering Technologies and Innovations, 1(2): 363-392. 

[71] Suryadevara, S. and A.K.Y. Yanamala, Fundamentals of Artificial Neural Networks: Applications in 

Neuroscientific Research. (2020). Revista de Inteligencia Artificial en Medicina, 11(1): 38-54. 

[72] Suryadevara, S. and A.K.Y. Yanamala, Patient apprehensions about the use of artificial intelligence in 

healthcare. (2020). International Journal of Machine Learning Research in Cybersecurity and Artificial 

Intelligence, 11(1): 30-48. 

[73] Woldaregay, A.Z., B. Yang, and E.A. Snekkenes. Data-Driven and Artificial Intelligence (AI) Approach 

for Modelling and Analyzing Healthcare Security Practice: A Systematic. (2020). in Intelligent Systems 

and Applications: Proceedings of the 2020 Intelligent Systems Conference (IntelliSys) Volume 1. Springer 

Nature. 

[74] Suryadevara, S. and A.K.Y. Yanamala, A Comprehensive Overview of Artificial Neural Networks: 

Evolution, Architectures, and Applications. (2021). Revista de Inteligencia Artificial en Medicina, 12(1): 

51-76. 

[75] Suryadevara, S., A.K.Y. Yanamala, and V.D.R. Kalli, Enhancing Resource-Efficiency and Reliability in 

Long-Term Wireless Monitoring of Photoplethysmographic Signals. (2021). International Journal of 

Machine Learning Research in Cybersecurity and Artificial Intelligence, 12(1): 98-121. 

[76] Yanamala, A.K.Y. and S. Suryadevara, Adaptive Middleware Framework for Context-Aware Pervasive 

Computing Environments. (2022). International Journal of Machine Learning Research in Cybersecurity 

and Artificial Intelligence, 13(1): 35-57. 

[77] Yanamala, A.K.Y. and S. Suryadevara, Cost-Sensitive Deep Learning for Predicting Hospital 

Readmission: Enhancing Patient Care and Resource Allocation. (2022). International Journal of Advanced 

Engineering Technologies and Innovations, 1(3): 56-81. 

[78] Yanamala, A.K.Y., Secure and private AI: Implementing advanced data protection techniques in machine 

learning models. (2023). International Journal of Machine Learning Research in Cybersecurity and 

Artificial Intelligence, 14(1): 105-132. 

[79] Yanamala, A.K.Y. and S. Suryadevara, Advances in Data Protection and Artificial Intelligence: Trends 

and Challenges. (2023). International Journal of Advanced Engineering Technologies and Innovations, 

1(01): 294-319. 

[80] Yanamala, A.K.Y., S. Suryadevara, and V.D.R. Kalli, Evaluating the impact of data protection regulations 

on AI development and deployment. (2023). International Journal of Advanced Engineering Technologies 

and Innovations, 1(01): 319-353. 

[81] Goriparthi, R.G., Neural Network-Based Predictive Models for Climate Change Impact Assessment. 

(2020). International Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 

11(1): 421-421. 

[82] Goriparthi, R.G., AI-Driven Automation of Software Testing and Debugging in Agile Development. 

(2020). Revista de Inteligencia Artificial en Medicina, 11(1): 402-421. 

[83] Goriparthi, R.G., Scalable AI Systems for Real-Time Traffic Prediction and Urban Mobility Management. 

(2021). International Journal of Advanced Engineering Technologies and Innovations, 1(2): 255-278. 

[84] Goriparthi, R.G., AI and Machine Learning Approaches to Autonomous Vehicle Route Optimization. 

(2021). International Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 

12(1): 455-479. 

[85] Goriparthi, R.G., AI-Driven Natural Language Processing for Multilingual Text Summarization and 

Translation. (2021). Revista de Inteligencia Artificial en Medicina, 12(1): 513-535. 



 

42 | P a g e  

 

[86] Goriparthi, R.G., AI-Powered Decision Support Systems for Precision Agriculture: A Machine Learning 

Perspective. (2022). International Journal of Advanced Engineering Technologies and Innovations, 1(3): 

345-365. 

[87] Goriparthi, R.G., AI in Smart Grid Systems: Enhancing Demand Response through Machine Learning. 

(2022). International Journal of Machine Learning Research in Cybersecurity and Artificial Intelligence, 

13(1): 528-549. 

[88] Goriparthi, R.G., Deep Reinforcement Learning for Autonomous Robotic Navigation in Unstructured 

Environments. (2022). International Journal of Advanced Engineering Technologies and Innovations, 1(3): 

328-344. 

[89] Goriparthi, R.G., Interpretable Machine Learning Models for Healthcare Diagnostics: Addressing the 

Black-Box Problem. (2022). Revista de Inteligencia Artificial en Medicina, 13(1): 508-534. 

[90] Goriparthi, R.G., Leveraging AI for Energy Efficiency in Cloud and Edge Computing Infrastructures. 

(2023). International Journal of Advanced Engineering Technologies and Innovations, 1(01): 494-517 

 

 

 


