INTERNATIONAL JOURNAL OF MODERN COMPUTING Volume-2024

Enhancing Software Architecture Recovery: A Fuzzy Clustering Approach

Sai Krishna Chaitanya Tullit
!Oracle NetSuite Developer, Qualtrics LLC, Qualtrics, 333 W River Park Dr, Provo, UT 84604, UNITED
STATES

ABSTRACT

One of the best aspects of reverse engineering is software architecture recovery, which is an abstract.
There is a lot of literature on recovering software architecture using a variety of methods. Clustering
is one method; it finds parts of the program that are similar and pulls them out. Characteristics and
status of the component are often unclear. Architecture that has been retrieved from regular
clustering won't work for that. In order to improve the efficiency and accuracy of the Software
Architecture recovery, we utilized a fuzzy clustering approach in this research. We found that
architecture recovers from fuzzy clustering better than regular clustering in our experiments.
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Introduction

The Framework for Software Software architecture may be extracted from enormous
amounts of source code through the process of recovery. Methods for breaking software into
its component parts, such as the clustering and pattern matching approaches, have
proliferated throughout the years. The reverse engineering approach often includes software
recovery. Supporting on comparable objects of a system, clustering has been applied in
several fields. The scientific and technical communities have long made use of clustering as
a method. Software engineering has made use of clustering algorithms at various stages.
Several clustering methods have been introduced for use in recovery. Looking at the restored
architecture, however, we only see up to 90% of the original. However, based on our
observations of the software components, their behavior is inaccurate. Unlike main classes,
components do not have a shared set of attributes. classes, including subclasses, internal
classes, and public classes. There are a few classes whose characteristics fall somewhere in
the middle of the two groups. A property of the components is that they are hazy. Outliers
are components that do not seem to fit into any of the groups. This is a problem that many
clustering algorithms fail to solve. In order to do that, | suggested a novel approach to
architectural recovery using fuzzy clustering [1-11]. Fuzzy C-Means (FCM) is the name of
one of the most well-known fuzzy clustering techniques.

Method for clustering
Standard method for clustering

In order to do general clustering, one must first determine the total number of data sets, then
compute the similarity coefficients, and then run the clustering algorithm. This dataset is a
matrix of objects. When data points are similar, they form clusters. The resemblance
coefficient quantifies how similar or dissimilar two things are. The fundamental objective of
clustering analysis is to detect and measure these architectural components. Cluster analysis
mostly entails determining which variables belong to which clusters and where the cluster
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centers are located. The data in the cluster is somewhat densely packed at times. However,
data may not fit neatly into clusters because of the components' complexity. The cluster area
does not contain all of the members. With weighted pair group (UPGMA) as its foundation,
several clustering techniques are introduced. To reduce component-to-component
connection, clustering technigues are employed.

Convolutional clustering

Image processing, communication devices, and software engineering are just a few of the
several fields that have made use of fuzzy clustering. With a fuzzy clustering method, data
points are partially classified as belonging to many neighboring groups. There is never a one-
of-a-kind data division in fuzzy clustering, and that's the main idea. Each cluster is given a
membership value in this. It has been done to determine if data points are part of the cluster
using this membership [122-134]. Assigning data points to groups using fuzzy clustering is
a robust and flexible approach. The degree of membership for each data point indicates how
strongly it is clustered. There is one cluster for every set of circles. The degree of membership
diminishes and eventually reaches zero as the data flows from the cluster center to the
diameter. We get a more practical approach using the fuzzy clustering method compared to
others. To locate linked data items that share similar qualities, we utilized the fuzzy C-means
technique.

Fuzzy C-means algorithm Technique

Bezdek makes several adjustments to the original sharp process and studies it. To control the
level of fuzzyness in the cluster, he proposes a fuzzification parameter m that may take
values between 1 and n. The level of fuzziness among the clusters is controlled by the
parameter m. The clusters' circles don't align when m=1, but they start to get nearer to one
another when m> 1. The degree of proximity to the cluster, denoted as m, is computed from
the component degrees of proximity. In software architecture, the fuzzy clustering approach
is defined by the following algorithm [29-66].

Method

1) Ni stands for all software data points where i=1,2,...,n.

2) The distance between the i-th data point and the j-th cluster is Si,j.
3) The number of fuzzy clusters is denoted by P.

four, a fuzzy-filtering parameter that falls between one and two

The fuzzy cluster's center is denoted as Ci. *)

6) The j-th cluster to which sample Ni belongs is indicated by the fuzzy membership
qualification Aj(Ni).

A method for recovering software architecture using fuzzy clustering

Here we shall observe how fuzzy clustering may be used to recover software architecture.
Find all of the data sets that are part of the program. Next, determine how closely these parts
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are connected to one another. The next step is to use the fuzzy c-means algorithm to put the
pieces back together. Clustering using fuzzy ¢ means there are two steps.

1) Determine where the clusters are located

2) Put these points into the groups.

The cluster center is stabilized [676-89] when this procedure is repeated for i=1, 2, 3, and h.
In this case, h is the amount of data points and P is the number of clusters.

Next, we'll figure out how to allocate data points to clusters with different membership levels
using an equation. This tells us which cluster the data point belongs to. To determine the
updated cluster center value, we must use the following equation:

m is the fuzzification parameter, j is the jth cluster center, and Ni is the ith data point [90-
105].

Findings from the Experiment

A C++ application is now running in this environment. We compare the findings to those of
regular clustering. The fairness index ¢ was utilized in this case; it is defined as the degree
to which the recovered architecture closely resembles the original architecture [106-124].

Conclusion

Fuzzy clustering is discussed in this work as it pertains to software architecture recovery. In
comparison to traditional clustering methods, the architecture retrieved by fuzzy clustering
is both more suitable and more efficient.
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