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  ABSTRACT  

 
 Motion planning and robotics: To build the controller for a rational agent, such a robot, we need to 

find a good way to describe the problem. To put it plainly, we need to learn how to simplify difficult 

real-world issues into more manageable computer-based representations. Completing this 

assignment requires a solid understanding of abstractions and configuration space. An intelligent 

system can be present, like a robot, or it might live on your desktop computer. In terms of physical 

means, how can one direct a robot? Okay, let's talk about it now. What exactly is a robot? A physical 

system interacts with its environment through the employment of physical effectors and sensors. 

Video cameras, sonar, laser range scanners, micro-phones, odometers, GPS, accelerometers, and 

countless more types of sensors find their way into robotics. 
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Introduction 

Laser range scanners measure distances to obstacles by measuring the time it takes light to 

bounce off the obstacles instead of sound. Odometers measure distance traveled [1-10]. The 

robot can determine its location and orientation in relation to its immediate environment by 

means of these sensors. Proprioceptive sensors are also essential for robots, as they allow 

them to track their own joints' positions and motions [11-22]. For most robots, there are two 

main kinds of effectors based on their function: • Locomotors, which are the parts of the 

robot that provide it movement, such as wheels or legs. While wheels are ubiquitous because 

to their ease of steering, several other choices exist, such as legs. • A variety of manipulators, 

such an arm and a hand, that allow the robot to control its surroundings. Teaching a robot to 

go from point A to point B without crashing into anything is the main objective. But what if 

we could control a robotic arm to extend and grasp an object? What is the best way to 

approach that? To operate a robot, which is really simply a set of motors, we must establish 

certain parameters, such as the precise sequence of rotations of each motor's joints. It is our 

goal to determine a set of joint angles that will guide the robot's movement from its starting 

point to an endpoint. Algorithms capable of accomplishing this will require the introduction 

of the concept of a configuration space. How can we most precisely pinpoint its exact 

location? That relies on its ability to rotate; if it can only translate without rotation in a plane, 

then the answer is no. In the second case, we may describe the robot's position using a pair 

of real numbers, such as its Cartesian coordinates (x, y). In the initial case, we would want 

three numerical parameters (x, y, Θ), where Θ represents the robot's orientation. Here we get 

the important idea of degrees of freedom (dof): A robot is said to have k degrees of freedom 

if its current state can be entirely described by a set of k real numbers. Hence, a three-degree-

of-freedom robot can rotate in addition to translating, but a two-degree-of-freedom robot can 

only translate in a straight line. How about a helicopter that can fly in three dimensions? Its 

orientation may be described by three real values, such as roll, pitch, and yaw; its location 
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in space can be described by three real numbers, such as position. The helicopter, thus, has 

six degrees of freedom in all [23–48]. To illustrate the position, we may use either the 

Cartesian coordinates (x, y, z) or the more traditional latitude, longitude, and height above 

sea level. It's important to remember that there are frequently more than one choice for the 

parametrization. Six degrees of freedom should be the result of any sensible parametrization, 

however the proportional benefits will differ for each application. One simple way to 

parametrize the robot's position using four real numbers is to give the coordinates of the two 

components' lower-left corners in Cartesian coordinates. The true dimensionality of the 

space cannot be captured by this parametrization as practically all possible values of these 

four real numbers lead to forbidden robot configurations (which can only be accomplished 

by breaking the arm). If you want to make the parametrization better, use two real numbers 

to represent the joint angles. The number of dimensions needed to capture the allowable 

variation is minimized in this way. Let us pretend that the setup of a robot can be described 

using k real values. To do this, we must devise a legitimate course of action for the robot to 

physically follow. Consequently, we will divide the configuration space into two parts: open 

and obstructed. In the configuration space, empty space represents the robot's permissible 

positions, whereas impediments reflect its unlawful situations, such being physically 

submerged in something else. Fig. (a) In a hypothetical workplace, there is a red circular 

robot. A picture of the final configuration space, with empty spaces marked by white patches 

(b). The robot's center of gravity is utilized to establish the coordinates. item.1Remember 

that setup For the purpose of brevity, we will call the area where the robot functions its task 

the workspace. Therefore, the workspace is always 2D or 3D and proportionate to the actual 

surroundings. "Free space" in configuration space always represents a subset. However, 

"obstacle" might refer to either a set of prohibited configuration space locations or real-world 

obstacles that the robot encounters while functioning [49-67]. We have already discussed a 

two-dimensional planar robot. Is there any space left over? The size of the robot determines 

that. Workspace and configuration space look to be one and the same when robot is a point, 

but they usually diverge when robot is shaped. In this case, we need to provide a precise 

description of the robot's position using two sets of cartesian coordinates (x, y). Based on the 

location of a certain point on the robot, we dictate its configuration. If the robot is spherical, 

for instance, its center might serve as a point of reference. For a non-rotating 2D robot, the 

free space is defined as the set of points (x, y) in the configuration space that are located in 

the workspace and where the physical robot's reference point is. What happened to our earlier 

arm robot? We need to be very careful there. Some instances of barriers in the configuration 

space are configurations when the robot's arms cross over or when an obstacle is encroached 

upon. Remember that we need to find out how to bring the robot from its current state to our 

desired state in 2.2 Development Roadmap. For example, when a robot part tries to pass 

through another part, its starting and ending positions will coincide with Boundary space, 

which need not correspond to actual physical boundaries. There are two locations in the 

configuration space that act as beginning and finishing points. The only thing needed to do 

the task is to find a free path in configuration space that goes from the beginning 

configuration to the desired end state. When we've found a path, we can think of each stop 

along it as a possible position for the robot to take as it travels from A to B. This problem 

formulation makes a number of assumptions, one of which is that: We are aware of the 
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obstacles in advance and that they will not change. The robot is free to roam aimlessly in 

space. While both of these presumptions are generally true, we'll spend more time on the 

second one. Here we will examine an example where the second assumption does not hold. 

Being able to characterize its state using the triple (x, y, θ), where θ represents its orientation, 

a moving vehicle on a two-dimensional plane has three degrees of freedom. We actually do 

need all three axes of rotation to describe the car's position since it can spin around in any 

direction on a big enough plane. Consider for a second the scenario where we are tasked with 

guiding a vehicle from its current location at coordinates (x, y, θ) to its final destination at 

(x, y + ∆y, θ) [68-89]. A straight line in configuration space clearly links these two locations, 

assuming the workspace is unobstructed. The line shows that y-variation is occurring while 

x and θ remain constant. The automobile may continue to follow the path regardless of θ's 

value; it will remain perpendicular to the y-axis whether it's 90 degrees or 180 degrees. In 

any other case, it would have to go laterally, which just cannot be done. We are unable to 

exert any kind of direct control on any of the three degrees of freedom present. There are 

just two controls—the steering wheel and the ability to go forward or backward. We assert 

that the driver has control over exactly two of the six degrees of freedom. Therefore, even if 

two locations are close together, it's likely that we won't be able to go directly between them 

in configuration space. A holonomic robot has all of its degrees of freedom regulated, which 

is the same as the total number of degrees of freedom. In that case, we say it's non-holonomic. 

It is a difficult but not impossible design objective for robots to achieve holonomic 

movement aboard an airplane. Several approaches to nonholonomic robot control will also 

be introduced later in this quarter. Let us assume our robot is holonomic just for the purpose 

of argument. Find the movement planning region It has been shown that, under certain 

circumstances, the problem of motion planning may be reduced to the problem of finding a 

path in the configuration space of the robot from its initial configuration to its goal. 

Converting the motion planning issue into a path planning problem in a k-dimensional 

configuration space is the basic idea behind a configuration space. An example of a 

seemingly complex problem is how to move a robot's arm from one area to another. This 

elegantly rephrases the problem by taking into account all of the surrounding geometry and 

impediments, including their exact forms and positions. The configuration space is 

continuous, which is a big negative because it is very difficult to reason directly with 

continuous spaces. Finding a route in configuration space is based on using traditional 

discrete graph search techniques, and we are therefore taking a stand on the following 

problem: Locate the planning area for movement. The shortest path problem, which asks 

how to identify a connection between two states in a discrete network, has been the focus of 

extensive research by computer scientists. Various task-specific factors, such as the number 

of degrees of freedom, the complexity of the obstacles, and the available processing 

resources, establish the respective merits of the various approaches for discretizing a 

continuous configuration space. There are three characteristics that should be present in a 

discretization technique and/or search algorithm. The first is the ability to determine if the 

algorithm can find a path in continuous space, which is related to completeness. Two, how 

efficiently our algorithm locates the shortest route, supposing one exists. The third factor is 

computational complexity, which is the ratio of the problem's size to the pace at which 

runtime increases. When dealing with three or four dimensions, several algorithms work 
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well; however, they become useless when dealing with five or more dimensions [...]. 

Roadmap techniques, often called skeletonization procedures, are one tactic we'll apply. Our 

goal here is to build a discrete graph where each node stands for a landmark in the 

configuration space. In configuration space, the edges of the graph reflect the pathways that 

link the landmarks. 3.2.1 Discrete-grid To implement grid discretization, we choose a 

collection of configuration space points that lie in a regular grid as our landmarks. We 

remove points that are located inside obstacles rather than in empty space. In our discrete 

graph, we will have one vertex for every one of these landmarks. on addition, two vertices 

are said to be linked if there is a straight line that connects them on the grid and it passes 

through empty space. For any grid with a fixed resolution, this technique is neither complete 

nor optimal, unfortunately. 2By adjusting the method to repeatedly test ever smaller grids, 

one may obtain Fig. 2; however, grid-based discretization is expensive. Problems are 

indicated by the color red. Overlayed at the bottom is the resulting graph. problem with 

computation. To illustrate, consider a 3D configuration space with 512 values for each axis 

and the goal of obtaining 5123 vertices, which is around 1.3 × 10¹. We get around 1020 grid 

cells if we discretize all ten dimensions with 100 values. With 2D to 4D configuration spaces 

and other low-dimensional problems, grid-based discretization usually works. It can 

sometimes work for somewhat higher dimensional problems (say, 5D-6D) if you're clever 

and choose the grid right [105-117]. Due to the exponential expansion in the number of 

dimensions, grid discretization usually fails for problems with significantly more dimensions 

than that. A common problem with using a regular grid for visibility graphs, particularly in 

high-dimensional configuration regions, is that far too many landmarks are chosen. This and 

the section that follows both detail two approaches to landmark selection that significantly 

reduce their number. Fig. When going from state S to state G, there's a problem with path 

planning (2.4 (a)). The visibility graph (b) of this planning problem. (c) A traffic plan sample 

based on probabilities. Not all borders are visible, just so you know. 3. To understand the 

terminology properly, polygons have two dimensions, polyhedra have three dimensions, and 

polytopes have arbitrary numbers of dimensions. Having the robot only brush against the 

edges of the barriers is undesirable since robots can't be controlled to perfect accuracy. 

Another difficulty with this strategy is that the resultant path tends to follow the edges of the 

obstacles. In reality, as the graph is being produced, the obstacles are often somewhat 

enlarged to ensure resilience. Assuming that every configuration space obstacle is a polygon, 

we choose every vertex as a landmark, in addition to the beginning and end states. The next 

step is to link each pair of vertices with a straight line by drawing edges between them so 

that one can be seen from the other. The majority of barriers are not polygons. As a result, 

the visibility graph approach has limited practical use. 2.3.3 Probabilistic Roadmap planning 

Jean-Claude Latombe's Probabilistic Roadmap (PRM) method is utilized by several types of 

robotics, including numerous robot arms. Since we may obtain sufficient resolution to 

discover a path, if one exists, by sampling finely enough, this randomized planning method 

allows us to pick locations at random inside the procedure to ensure completion. As the 

discretization becomes finer, there will be a path that is arbitrarily close to the optimal one. 

Similarly, it is possible to further modify the algorithm such that it connects all pairs of cells 

where the straight-line path is entirely in free space, rather than just immediately adjacent 

landmarks. For the specifics, we take a random sample of points from the configuration 
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space, remove the ones that are within barriers, and then use the remaining points that are in 

free space as landmarks. After that, we look for any two adjacent landmarks and determine 

if a free-space straight line may link them. Image 4 (c) illustrates this point. Because it is 

theoretically possible to have terrible luck and select an inappropriate collection of 

landmarks, the PRM algorithm cannot provide completeness or optimality. It is feasible, 

nonetheless, to provide probabilistic assurances of completeness. For example, given a big 

enough sample size and the assumption that the barriers are widely separated, it is feasible 

to demonstrate that, given the starting point and the desired outcome, a path can be identified 

with a high degree of certainty. Lastly, keep in mind that none of these techniques ever 

explicitly calculate the whole configuration space or provide a comprehensive representation 

of the free space and barriers in configuration space [118-124]. Because of the exponential 

scaling in k, it is unrealistic to write a program to draw out an entire k-dimensional 

configuration space, even though we have been drawing examples of 2D configuration 

spaces in these notes and on the chalkboard during lectures to illustrate these ideas. To be 

more precise, PRMs can be implemented with only three things: (i) a method for randomly 

sampling points in configuration space; (ii) a method for testing whether each of these points 

is in free space or an obstacle; and (iii) a method for testing whether the straight line 

connecting two of these points is entirely in free space as well [125-134]. The first step can 

be accomplished with ease using a random number generator. The second and third steps are 

straightforward geometric computations. For instance, in the case of a robot arm, the second 

step usually entails checking if the robot will intersect with itself or any objects in its 

workspace when all its joint angles are set to specific values. There are numerous free 

software packages available for performing these purely geometric computations. 2.4 

Abstraction The preceding examples illustrated how to transform a continuous configuration 

space into a discrete one, allowing for the application of conventional search strategies to 

the robot issue. As a rule, problem-solving requires abstracting from the configuration space 

(or state space) due to the ludicrous complexity of the real world. To further facilitate a 

computer's representation of the real world, it is necessary to abstract the activities 

themselves. A trip from Halifax to Hawaii, for instance, involves a lot of moving parts, such 

as various modes of transportation, the mental and emotional states of the passengers, their 

bags, logistics, etc. But not every little detail is required to address the problem. 
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